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ML Work

• Added a few methods to adapt the 
script so it can unzip and ingest 
multiple logs at a time
oTrent helped with a multi-thread 

implementation - the logs 
are now unzipped efficiently

oStill working to make the ingestion 
methods more efficient
▪ Currently debugging and implementing chunk-

based processing because of the large 
amount of data in each log

• Next steps
oFinish the ingestion method

oCheck accuracy across multiple logs
oEventually integrate output to Navigator if 

time permits





Security Onion Work

Got into the Kibana docker, but no Suricata or Zeek docker that I could find

Think Elastic Fleet may be the problem, so in Kibana looked at the fleet for our environment



Security Onion Work

ElasticFleet removed exclusions known_hosts, known_services, conn-summary

Also added the IPs to fleet since they were not already in there



Security Onion Work

• Checked that Zeek.conn logs are included in the logs to be sent 
over in the rules on the manager

• Added all the sensors to Elastic Fleet and made them all Elastic 
Agents







Attack Progress

• Created a Document for detailing the attacks I do
o So far have ping attack and internal scripting attack

• Getting ready to attempt pre-made scripts on the RTU stations to affect 
the power grid
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